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More Polygraphs?

Just as sure as the grass grows and
the Potomac flows, the Pentagon will
use the Walker family espionage case as
justification for even more rampant use
of “lie detectors” on its employees.

Our use of quotation marks is in-
tended to emphasize our doubts about
polygraph machines. We agree with
the decisions of those judges who have
refused to admit polygraph test results
as evidence because of their fre-
quently demonstrated unreliability.

We are also concerned that compul-
sory polygraph testing is an infringe-
ment of a citizen’s Fifth Amendment
rights against self-incrimination (if the
machine works) and a terrible injustice
if it costs the job of someone who's in-
nocent but simply nervous when
strapped to a voodoo device.

In addition, we suspect polygraphs
are often used not to catch potential
traitors or other criminals but to expose

patriotic government employees who
havefeltdutybmndtoluktothepr&s
information that corrupt bosses don’t
want the American public to know.

There is also the distinct possibility

that the most dangerous spies—the .

professionals who have burrowed into
the government’s innards over the
years—have been trained to with-
stand detection by the most sophisti-
cated polygraphs and the most experi-

enced operators.
With all these reservations, and with
the avo t we oppose any
testing, we'll present the -

telli 3 ' case for the poly-
WMMownpr&
pared statements and studies obtained

by our associate Tony Capaccio.

The most dramatic exampies of poly-
graph success were contained in a re-
port by Philip Pease, security director at
the National Security Administration.
Here are three from recent years:

& A man applying for an NSA job fol-
lowing retirement from the military was
asked if he intended to commit espionage
against the United States. He denied it,
of course, but the polygraph called him a
liar, and he broke down. “The applicant
tlmduaihedseveralreemtvmsto

a An em?xee of a NSA contrac-
tor, caught by the po graph, “admit-

ted that during two periods when he
lived abroad he had been a_ scientific
a to of a forey
tary intelligence service, and
t in the future pass cla 5
ormat:on to that service,” Pease re-
ported, g: a tion
Torms he had concealed this activi
accoun| or time abroad as n
an a emxc tion,
contractor-employee,
unaettled by the polygraph, proceeded
to describe “in detail the longtime es-
pionage activities by her former hus-
band on behalf of a foreign power.”
Pease did not disclose exactly for
whom the woman’s ex-husband had
spied, and whether his espionage ac-
tivities had been directed against the
United States. Nor did he say whether
the accusation turned out to be true.
The NSA security boss did append a
stunning wrap-up statement that
“other applicants for employment or
contractor access have admitted to
such crimes as murder, arson, rape,
train-wrecking—admissions  gained
after the examiner detected reaction
to relevant test questions.”

The CIA also sings the praises of the

gglzgraphmarev:ewofltspersamer
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Tor the past 35 years," it

this time, the CIA has de-

lnallthuecasa however, t.herels
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